* **Did this logout involve the server?**

No – the ‘logout’ function uses the ‘setLoggedIn’ function to set the value of ‘loggedIn’ to false, which then takes us back to the start page.

* **Is the token (if kept somewhere, still valid?)**

It is not kept anywhere, because the ‘logout’ function from apiFacade.js removes it from local storage when run. If it were, it would still be valid until it expires.

* **If your  answer to the question above was yes, is this a problem?, and if, how could it have been solved?**

It could potentially be a problem since you could use the token to continue sending requests to protected endpoints (i.e. endpoints that require you to be logged in) until it expires. I think a way to solve the problem would be to remove any existing token when logging in and storing the newly generated one instead.